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Abstract—Privacy is one among the friction points that 
emerges when communications get mediate in on-line 
Social Networks (OSNs). Totally different communities of 
technology researchers have framed the ‘OSN privacy 
problem’ in concert of police work, institutional or social 
privacy. In attempt these issues they have additionally 
treated them as if they were freelance. We argue that the 
different privacy issues square measure entangled which 
analysis on privacy in OSNs would get pleasure from an 
additional holistic approach. In this article, we tend to 
initial give associate introduction to the police work and 
social privacy views action the narratives that inform 
them, still as their assumptions, goals and ways. We then 
set the variations between these 2 approaches in order to 
know their complementarily, and to spot potential 
integration challenges still as analysis queries that so far 
are left unrequited. 
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1. INTRODUCTION 
 

Introduction Can users have reasonable expectations of 
privacy in Online Social Networks (OSNs) Media reports, 
regulators and researchers have replied to this question 
affirmatively, even in the “transparent” world created by the 
Face books, LinkedIn and Twitters of this world, users have 
legitimate privacy expectations that may be violate. 
Researchers from different sub-disciplines in computer 
science have tackled some of the problems that arise in OSNs, 
and proposed a diverse range of “privacy solutions”. These 
include software tools and design principles to address OSN 
privacy issues. Each of these solutions is developed with a 
specific type of user, use, and privacy problem in mind. This 
has had some positive effects: we now have a broad spectrum 
of approaches to tackle the complex privacy problems of 
OSNs. At the same time, it has led to a fragmented landscape 
of solutions that address seemingly unrelated problems. As a 
result, the vastness and diversity of the field remains mostly 
inaccessible to outsiders, and at times even to researchers 
within computer science who are specialized in a specific 
privacy problem. Hence, one of the objectives of this paper is 
to put these approaches to privacy in OSNs into perspective. 
 

In the rest of this paper our goal is to show that even by 
looking at surveillance social privacy research, it can be 
argued that the time is ripe for a more holistic approach to 
privacy in OSNs. The article provides a comparative analysis 
of solutions addressing the surveillance and social privacy 
problems, and explores how the entanglement of these two 
types of problems can be addressed in computer science 
privacy research. We first look at the narratives that inform 
surveillance and social privacy problems in OSNs. We then 
provide an overview of the privacy solutions that aim to 
counter surveillance and, next, those that address social 
privacy problems in OSNs. Specifically, we focus on the 
underlying assumptions, problem definitions, methods and 
goals of the approaches. There are many subtleties that we 
brush over in order to accentuate the worldviews prevalent in 
the two approaches.  
 
Privacy is one of the friction points that emerge when 
communications get mediated in Online Social Networks 
(OSNs). Different communities of computer science 
researchers have framed the ‘OSN privacy problem’ as one of 
surveillance, institutional or social privacy. In tackling these 
problems they have also treated them as if they were 
independent. We argue that the different privacy problems are 
entangled and that research on privacy in OSNs would benefit 
from a more holistic approach. In this article, we first provide 
an introduction to the surveillance and social privacy 
perspectives emphasizing the narratives that inform them, as 
well as their assumptions, goals and methods. We then 
juxtapose the differences between these two approaches in 
order to understand their complementarities and to identify 
potential integration challenges as well as research questions 
that so far have been left unanswered. 
 
In the final section, we juxtapose their differences in order to 
understand their complementarities and identify research 
questions that so far have been left unanswered. By doing so, 
we not only put the different approaches into perspective, but 
we also start inquiring into a more holistic approach to 
addressing users’ privacy problems in OSNs. The need of joint 
management for data sharing, especially photo sharing, in 
OSNs has been recognized by the recent work provided a 
solution for collective privacy management in OSNs.  
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2. PROPOSED SYSTEM 
 

We distinguish three types of privacy problems that 
researchers in computer science tackle. The first approach 
addresses the “surveillance problem” that arises when the 
personal information and social interactions of OSN users are 
leveraged by governments and service providers. The second 
approach addresses those problems that emerge through the 
necessary renegotiation of boundaries as social interactions get 
mediated by OSN services, in short called “social privacy”. 
The third approach addresses problems related to users losing 
control and oversight over the collection and processing of 
their information in OSNs, also known as “institutional 
privacy”. 

 

 
Fig:1. Content diagram of Project 

 
3. DESIGN 

 
Design is a meaningful engineering representation of 
something that is to be built. Software design is a process 
through which the requirements are translated into a 
representation of the software. Design is the place where 
quality is fostered in software engineering. Design is the 
perfect way to accurately translate a customer’s requirement in 
to a finished software product. Design creates a representation 
or model, provides detail about software data structure, 
architecture, interfaces and components that are necessary to 
implement a system. This chapter discusses about the design 
part of the project. Here in this document the various UML 
diagrams that are used for the implementation of the project 
are discussed. 
 
The Unified Modeling Language (UML) is a visual modeling 
language used to specify, visualize, construct and document a 
software intensive system. The embedded real-time software 
systems encountered in applications such as 
telecommunications, school systems, aerospace, and defense 

typically tends to be large and extremely complex. It is crucial 
in such systems that the software is designed with a sound 
architecture. A good architecture not only simplifies 
construction of the initial system, but also, readily 
accommodates changes forced by a steady stream of new 
requirements. 
 
The UML represents a collection of best engineering practices 
that have proven successful in the modeling of large and 
complex systems. The UML is a very important part of 
developing objects oriented software and the software 
development process.  The UML uses mostly graphical 
notations to express the design of software projects.  Using the 
UML helps project teams communicate, explore potential 
designs, and validate the architectural design of the software. 
 
The primary goals in the design of the UML are: Provide users 
with a ready-to-use, expressive visual modeling language so 
they can develop and exchange meaningful models. Provide 
extensibility and specialization mechanisms to extend the core 
concepts. Be independent of particular programming 
languages and development processes. Provide a formal basis 
for understanding the modeling language. Encourage the 
growth of the OO tools market. Support higher-level 
development concepts such as collaborations, frameworks, 
patterns and components. Integrate best practices. 
 

4. IMPLEMENTATION & RESULTS 
 
The most crucial phase of any project is the implementation. 
This includes all those activities that take place to convert 
from the old system to the new system. It involves setting up 
of the system for use by the concerned end user. A successful 
implementation involves a high level of interaction between 
the analyst, programmers and the end user. The most common 
method of implementation is the phased approach, which 
involves installation of the system concurrently with the 
existing system. This has its advantage in that the normal 
activity carried out, as part of the existing system is anyway 
hampered. The end users are provided with sufficient 
documentation and adequate training in the form of 
demonstration/presentation in order to familiarize with the 
system. 
 
The way in which personal control and institutional 
transparency requirements, as defined through legislation, are 
implemented has an impact on both surveillance and social 
privacy problems, and vice versa. Institutional privacy studies 
ways of improving organizational data management practices 
for compliance, e.g., by developing mechanisms for 
information flow control and accountability in the back end. 
The challenges identified in this paper with integrating 
surveillance and social privacy are also likely to occur in 
relation to institutional privacy, given fundamental differences 
in assumptions and research methods. 
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5. CONCLUSION 
 

By just apposing their differences, we were able to identify 
how the surveillance and social privacy researchers ask 
complementary questions. We also made some first attempts 
at identifying questions we may want to ask in a world where 
the entanglement of the two privacy problems is the point of 
departure. We leave as a topic of future research a more 
thorough comparative analysis of all three approaches. We 
believe that such reflection may help us better address the 
privacy problems we experience as OSN users, regardless of 
whether we do so as activists or consumers. 
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